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Introduction

This document outlines the software requirements and recommendations for using the GrandView Web
Client. This document will be updated as new information becomes available. The latest version of this
document can be found here.

GrandView is a web application that allows users to access key project and business related information.
The application is typically hosted at a RoviSys data center and can be accessed from anywhere in the
world where there is an internet connection. A GrandView Quick Start Guide is also available for new
users to get familiar with the basic functionality of the application.

Software Requirements

e Minimum requirements: MS Windows 7 with Internet Explorer (IE) 9 and 128 bit encryption
strength (required when hosted on a secure web site)

e Highly Recommend: MS Windows 10 with latest Windows Updates, Chrome Web Browser

e Adobe Acrobat Reader (may be required for viewing/printing reports)

Internet Connection/Availability

GrandView is intended to be used with a high speed internet connection. Slow connections as well as
high network or internet traffic can cause performance issues. If you are experiencing problems with
GrandView performance or cannot access GrandView, first check that you can other popular web sites
such as Google, Yahoo!, etc. Planned down time will be announced via a system alert within the
application.

Security

Since GrandView is typically accessed via a secure site, your data is as safe as any other secure
transaction over the internet. GrandView user accounts require strong passwords and other security
measures to ensure user security. It is also highly recommended that you obtain the latest security
updates for your web browser and operating system as an added security measure.

Mobile Access and Other Web Browsers

GrandView supports most modern browsers, including many mobile device browsers. GrandView has
been tested on the following browsers/platforms:

e Microsoft Internet Explorer 9+

e Microsoft Edge 38+

e Mozilla Firefox 10+

e Google Chrome 12+

e Mac OSX Safari 7+

GrandView may work on other browsers as well but has not been tested by the GrandView Team and therefore
they are not officially supported.
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Links

Internet Explorer: http://www.microsoft.com/windows/ie

Adobe Acrobat: http://www.adobe.com/products/acrobat

GrandView Web Site: http://grandviewbusinesssolutions.com

e GrandView Support: http://grandviewbusinesssolutions.com/Support/Support.aspx

Support

Support updates will be communicated directly through your GrandView Administrator or point of
contact. For support or to report issues, please use one of the options available:

e Online/Email

Submit an On-line Issue Report to a GrandView support representative by clicking on the
Support link in GrandView or send a descriptive email to a GrandView support representative at
gvsupport@rovisys.com.

e Phone

Call (330) 562-8600 request GrandView Support.

Using Adobe Acrobat or Other PDF Viewers

No specific version or settings are required to use Adobe Acrobat Reader with GrandView. By default, the
reader can open PDF files in Internet Explorer, but it is possible for a web browser to lock up or incorrectly
display PDF files when loading them. If you experience these problems you may want to allow Adobe Acrobat
Reader to display PDF files independently (without the help of a browser) by making the following setting
change:

1) Open Adobe Acrobat (Reader or Standard)

2) Select the Edit menu item, then Preferences

3) Click on the “Internet” category

4) Uncheck the “Display PDF in browser” option

GrandView should work with any PDF viewer that is installed to work with your web browser or by saving the
PDF as a file download and opening it in the PDF viewer.

Third Party Pop-up Blockers

The GrandView Web Client makes heavy use of pop-up windows as dialog windows. If any pop-up blockers
are used in Internet Explorer, they could adversely affect the operation of GrandView. All pop-up blockers
should be configured to allow the GrandView web application to show pop-ups.
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Internet Explorer Required and Recommended Settings

It is highly recommended that the following settings in Internet Explorer be applied if you have any problems
running GrandView. To get to the Internet Properties, open Internet Explorer and select “Internet Options” from
the “Tools” menu. The following screen shots show settings in Windows 7 with IE 9 (on right), but most
settings should be similar in other versions of Internet Explorer. Settings specific to a particular version or

Windows or IE are marked. Required settings are indicated with the  icon. All other settings are
recommendations for a good user experience.

Enable active scripting.

Internet Opticns P |-

General | Security |Privaq-' | Content I Connections | Programs I Advancedl

Select & zone to view or change security settings.

@ & v O

Localintranet  Trusted sites  Restricted
| sites I

Internet

This zone is for Internet websites, =
except those listed in trusted and
restricted zones.

Security level for this zone
Allowed levels for this zone: Medium to High
Medium-high
- Appropriate for most websites
(- - Prompts before downloading potentially unsafe

content
- Unsigned ActiveX controls will not be downloaded

Enable Protected Mode (reguires restarting Internet Explorer)

Custom level... Default level

Reset &ll zones to default leve

[ oK H Cancel ] Apply

Internet Options - Security Tab - Internet Zone
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Security Settings - Internet Zone —

Ed
Settings
= | Scripting o
£ Active scripting
Disable
Enable
(") Prompt
& | Allow Programmatic dipboard access
) Disable
Enable
@ Prompt
= | Allow status bar updates via script
@ Disable

() Enable
g1 .ﬁlllow websites to prompt for information using scripted wind[l—
Disable n

Enable

=71 Ermshla Y20 fltar

1 | 1] | 3

*Takes effect after you restart Internet Explorer

Reset custom settings

Resetto: [ medium-high (defaul) v [ Reset.. |

[ oK ] ’ Cancel

)

Security Tab - Internet Zone - Custom Level: “Active scripting” — Enable

N Allow cookies for websites

Internet Options m

| General I Security | Privacy |Cor1ter|t | Connections | Programs I ndvanced|

Settings

Select a setting for the Internet zone.
Medium

- Blocks third-party cookies that do not have a compact
| privacy policy
- Blocks third-party cookies that save information that can
o be uszed to contact you without your explict consent
- Restricts first-party cookies that save information that
can be used to contact you without your implicit consent

[ Sites ][ Import ] [ Advanced ] Default

I Location
= Never allow v\_'ebsites to request your
physical location
Pop-up Blocker
Turn on Pop-up Blocker
InPrivate

Disable toolbars and extensions when InPrivate Browsing starts

[ OK ][ Cancel ] Apply

Internet Options - Privacy Tab (Settings)
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Per Site Privacy Actions

A —— - &J

Manage Sites

?-_ You can specify which websites are always or never allowed to use
j@ cookies, regandless of their privacy policy.

Type the exact address of the website you want to manage, and then click Allow
or Block.

To remove a site from the list of managed sites, select the name of the website

]
and click the Remowe button.
Address of website:
Block
Managed websites:
Domain Setting Remove

rovisys.com

Ao o

Privacy Tab — Sites: Allow rovisys.com to always be able to store cookies.

Note: Only necessary if using higher privacy settings which block cookies. Cookies are used to
make the application function -- we never use them for any type of marketing or user tracking.

" Add website to popup blocker exceptions
Internet Options @l&]

| General I Security | Privacy |Cor1ter|t | Connections | Programs I Advanced|

Settings

Select a setting for the Internet zone.
Medium

- Blocks third-party cookies that do not have a compact
| privacy policy

- Blocks third-party cookies that save information that can I
o be used to contact you without your explict consent

- Restricts first-party cookies that save information that

can be used to contact you without your implicit consent

’ Sites ] [ Impaort ] ’ Advanced ] Default
II| Leocation
= Eﬁ;’;g;llﬂgﬁsﬁsit&s to request your
Pop-up Blocker
Turn on Pop-up Blocker
InPrivate

Disable toolbars and extensions when InPrivate Browsing starts

[ Ok ][ Cancel ] Apply

Internet Options - Privacy Tab (Pop-up Blocker)
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. R
Pop-up Blocker Settings . M

Exceptions

Pop-ups are cumently blocked. You can allow pop-ups from specific
# 1| websites by adding the site to the list below.

Address of website to allow:
I Add

Allowed sites:

* rovisys.com Remove

Remove all...

Motifications and blocking level:
Flay a sound when a pop-up is blocked.
Show Notification bar when a pop-up is blocked.

Blocking level:
[Medium: Block most automatic pop-ups V]

Leam more about Pop-up Blocker
Privaéy Tab — Pop-up Blocker Settings: Add *.rovisyé.com

Note: Pop-up windows are used to make the application function — some components may not
operate correctly if a pop-up blocker is running.

.EEEnabIe use of SSL 3.0

Internet Opticns M

| General | Security I Privacy | Content | Connections I Programs | Advanced l

Settings

[7] Do not save encrypted pages to disk -
[ Empty Temporary Internet Files folder when browser is de
Enable DOM Storage
Enable Integrated Windows Authentication™
1 Enable memory pratection to help mitigate online attacks™® I
Enable native XMLHTTF support
[7] Enable SmartScreen Filter
[] usessL 2.0
Use S5L 3.0
Use TLS 1.0
[ useTLs 1.1
[ use s 1.2
| Warn about certificate address mismatch™
| [] Warn if changing between secure and nlot secure mode
4 T 3

*Takes effect after you restart Internet Explorer

[ Restore advanced settings ]

Reset Internet Explorer settings

Resets Internet Explorer's settings to their default
condition.

‘fou should only use this if your browser iz in an unusable state,

[ OK ] [ Cancel ] Apply

Internet dptions — Advanced Tab: “Use SSL 3.0” — Checked
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NEnable saving encrypted pages to disk
’Inlemei Opticns M-

| General | Security I Privacy | Content | Connections I Programs | Advanced l

Settings

[T Do not save encrypted pages to disk -
[] Empty Temporary Internet Files folder when browser is de
Enable DOM Storage
Enable Integrated Windows Authentication™
1 Enable memory pratection to help mitigate online attacks™® I
Enable native XMLHTTF support
[7] Enable SmartScreen Filter
[] usessL 2.0
Use S5L 3.0
Use TLS 1.0
[ useTLs 1.1
[ use s 1.2
| Warn about certificate address mismatch™
| [] Warn if changing between secure and nlot secure mode
] T 3

*Takes effect after you restart Internet Explorer

lam |

[ Restore advanced settings ]

Reset Internet Explorer settings
Resets Internet Explorer's settings to their default
condition.

‘You should only use this if your browser iz in an unusable state.

[ OK ] [ Cancel ] Apply

Internet Options - Advanced Tab: “Do not save encrypted péges to disk” — Unchecked

Enable reuse of windows for launching shortcuts
. Internet Options M .

| General | Security | Privacy I Content | Connections | Programs | Advanced [

Settings

>

[ Enable Suggested Sites

Enable third-party browser extensions™

Enable visual styles on buttons and controls in webpages
[T Enable websites to use the search pane™

| [ Go to an intranet site for a single word entry in the Addre:EI I
Motify when downloads complete

g
Show friendly HTTP error messages

[=] Underline links

@ Always

) Hover

) Mever

1 Use inline AutoComplete in the Internet Explorer Address

["] Use inline AutoComplete in Windows Explorer and Run Dial =
4 m | b

*Takes effect after you restart Internet Explorer

[ Restore advanced settings ]

Reset Internet Explorer settings

Resets Internet Explorer's settings to their default

condition.

‘fou should only use this if your browser is in an unusable state,

[ QK J[ Cancel H Apply ]

Internet Options — Advanced Tab: “Reuse windows for Iaunch'ing shortcuts” — Unchecked
Note: This will make it so you don’t accidentally navigate away from GrandView.
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Check for newer version of pages
Internet Options l P |t [

General |Sec1..|rit5-I | Privacy | Content I Connections I Programs | Advanced|

Home page
[ To create home page tabs, type each address on its own line.
-
o |

about:blank -

[ Use current H Use default H Use blank ]

Browsing history

i \ Delete temporary files, history, cookies, saved passwords,
¥ and web form information.

[ Delete browsing history on exit

| Delete... ] [ settngs |
Search
{_j Change search defaults,
7
Tabs
Change how webpages are displayed in
tabs.
Appearance
Colors ] [ Languages ] [ Fonts ] [ Accessibility ]

[ oK ][ Cancel H Apply ]

Internet Options — General Tab

Temporary Internet Files and History Settings ﬁ

Temporary Internet Files

Internet Explorer stores copies of webpages, images, and media
for faster viewing later.

Check for newer versions of stored pages:
() Every time I visit the webpage
() Every time I start Internet Explorer
@ Automatically
() Never
Disk space to use (3-1024ME) 250 [
{Recommended: 50-250MEB)
Current location:

C:\Users\engelmann'\AppDataiLocalMicrosoft\Windows),
Temporary Internet Files),

[ Move folder... ][ View objects ][ view files ]

History
Specify how many days Internet Explorer should save the list
of websites you have visited,

Days to keep pages in history: 20 =

[ oK ] [ Cancel ]

General Tab — Browsing history — Settings: “Check for newer versions of stored pages” — Should
NOT be set to “Never”

Note: By having Internet Explorer check for newer versions of web pages on any setting but
“Never” will allow local cached versions to be refreshed on your computer.
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Always Open Pop-ups In A New Window (IE 9 and higher)
Internet Options l DS [

General |Securit5-I I Privacy | Content | Connections | Programs | Advanoedl

Home page
l/? To create home page tabs, type each address on its own line.
o~ 4
WF about:blank -

[ Use current ][ Use default H Use blank ]

Browsing history

Delete temporary files, history, cookies, saved passwords,
v ,-' and web form information.

[| Delete browsing history on exit

I Delete. .. ] [ settings |

Search
i’) Change search defaults,
7
Tabs
Change how webpages are displayed in
tabs.
Appearance
Colors ] [ Languages ] [ Fonits ] [ Accessibility ]

[ QK H Cancel ][ Apply ]

Internet Options — General Tab

Tabbed Browsing Settings . lﬂ

Enable Tabbed Browsing (requires restarting Internet Explorer)

Warn me when desing multiple tabs
[ Always switch to new tabs when they are created
Shaow previews for individual tabs in the taskbar*
[T Enable Quick Tabs (Ctrl+Q)*
Enable Tab Groups™=
Open each new tab next to the current tab
["] open only the first home page when Internet Explorer starts

When a new tab is opened, open:

’The new tab page -

When a pop-up is encountered:
(@ Let Internet Explorer dedde how pop-ups should open
() Always open pop-ups in a new window
() Always open pop-ups in a new tab
Open links from other programs in:
) A new window
@) A new tab in the current window

() The current tab or window

*Takes effect after you restart Internet Explorer

o] (o

General Tab — Tabbed Browsing Settings: “When a pop-up is encountered:” — Should not be set to
“Always open pop-ups in a new window”.

Note: By having Internet Explorer not open pop-ups in a new window, GrandView dialog pages will be
able to function as intended.

GrandView Web Client Software Requirements Page 11



Disable Compatibility View in Internet Explorer (IE9 and higher)

Help
Delete browsing history... Ctrl+5Shift+Del
InPrivate Browsing Ctrl+5Shift+P

Tracking Protection..,

ActiveX Filtering

Diagnose connection problems...
Reopen last browsing session

Add site to Start menu

View downloads Ctrl+)
Pop-up Blocker b
Smart5creen Filter 2

Manage add-ons

Compatibility View

Compatibility Yiew settings

Subscribe to this feed...
e gt . gl gt o gl ol B e Mo Bt — M A= s ]

On the Tools menu, click Compatibility View Settings.

Compatibility View Settings x|

ﬁ You can add and remove websites to be displayed in
@ Compatibility View.

Add this website:
Add
Websites you've added to Compatibility View:
rovisys,com Remove

["] indude updated website lists from Microsoft
Display intranet sites in Compatibility View
|| Display all websites in Compatibility View

Close

In the Compatibility View Settings, remove “rovisys.com”.
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